RFP 19-022	Technical Proposal	Attachment F
RFP 25-79278
TECHNICAL PROPOSAL
ATTACHMENT F

Please supply all requested information in the yellow-shaded areas and indicate any attachments that have been included.  Document all attachments and which section and question they pertain to.

	2.4.0	General Information

The Respondent shall provide Active Global Positioning Satellite (GPS) services 24 hours a day, 7 days a week, (including holidays) which shall include a monitoring system that is capable of being accessed through a secure internet connection and fully supported by a secure database for transactional records.  The service shall be inclusive of all technology, equipment, systems and related support services, data storage support services and shall be fully supported by twenty-four (24) hours, 7 days a week, (including holidays) monitoring services and staff. Respondent should provide supporting documentation for security features whenever possible throughout their proposal. Documentation should include Help Desk and support features, Incident Management, and Business Recovery Operating Plans. The agency requires bilingual services aimed at helping officers keep clients accountable.

	2.4.1	Services

The Respondent shall provide a proposal regarding how they will deliver the requested services:

· GPS services for 625 high risk sex offenders, with Respondent assuming all monitoring duties;
· A Local Dedicated Account Manager (AM)
· The Respondent’s staff shall not display favoritism to, or preferential treatment of, one offender or group of offenders over another.
· AM shall be exclusively responsible for the support of the Indiana Department of Correction Program and shall not have responsibility for additional programs outside the state without permission from the Department. (Any additional programs shall not take precedence over the Indiana Department of Correction Program.) 

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.2	Software and Equipment

The Respondent shall provide, at its own expense, all systems, all shipping logistics, and all equipment (software and hardware) required for the service delivery, regardless of the actual number of units including, but not limited to: 
· A system with a database to monitor offender activity; 
· Hardware and Software that provides coverage and position data for the entire State of Indiana, and preferably the United States, which can be accessed by anyone designated in the Indiana Department of Correction
· one-piece and/or two-piece monitoring units (transmitter, receiver/dialer and other related equipment) to communicate location data to the Respondent’s system; 
· All software, hardware, and Five (5) iPad or Equivalent with mobile data plans for Parole Leadership to have access to the provided software, with the exception of Department personal computers; and 
· All labor, materials, equipment, cellular wireless service costs and consumables necessary to perform GPS services on an as-needed basis. 
· Shipping of Equipment
· Provided shipping of equipment to and from New Castle Correctional Facility, Sex Offender and Monitoring Vender Office, and all 10 Parole Districts. Including all shipping materials required to return devices from the Facility back to the Respondent. 
· All shipping of replacement equipment shall be sent via 2-day shipping or overnight if requested by the Electronic Monitoring Program Director. 
· The equipment shall be provided in a shipping container with unpacking/packing instructions, all accessories parts list assembly instructions, care and maintenance instructions and a user manual.
· All accessories, including replacement batteries, straps, waist packs, carrying bags, clips and other related supplies necessary for proper operation of the program. 

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.3	Staff Access to GPS System Specifications 

The Respondent shall provide a web-based system that is capable of being accessed through a secure (password protected) internet connection from desktop, laptop, Mobile Device, or remote means by Department personnel, who have appropriate security clearance and have been provided with Respondent supplied security codes. 

The proposed solution is expected to integrate with Access Indiana. The IN.gov Program is tasked with implementing a single sign-on authentication mechanism and Identity Provider for online applications for the State of Indiana, referred to as Access Indiana. The benefits of a standard authentication solution, integration strategy, integration process, and more can be found at Access Indiana Authentication. 

The System shall be able to notify by electronic and phone notification of alerts to both Department Staff and approved outside venders contracted to assist with the Department Electronic Monitoring Program 24 hours a day, 7 days a week, (including holidays). The System shall be able to notify all employees designated by the Department to receive specific notifications. 

The system shall provide for offender enrollments and scheduling to be performed via direct telephone request (password accessible) when Department staff does not have immediate access to an internet connection.

The system shall provide security features, which prevent unauthorized individuals from accessing any information held by the Respondent.  Secure access to the system shall be maintained at all times. Any cloud-based system considered should be at least FedRAMP moderate authorized.

The system shall provide the capability for every voice call in and out of the system to be recorded with a transaction record that indicates the called number or calling number, length and the result of the call. This information shall be made available to the Electronic Monitoring Program Director or designee quarterly to report access by Department staff, or at the Department’s request.

The Respondent should describe how it intends to meet this specification, as well as the following specific questions:
·  Can the proposed product or solution integrate with Access Indiana (https://www.in.gov/inwp/applications/authentication/)? 
· Outline any issues your solution may encounter with utilizing Access Indiana.
· Provide recommendations/possibilities for implementing (or not implementing) Access Indiana for the various areas of the solution with explanations for each.
· If the proposed solution cannot currently accommodate Access Indiana, what actions and accompanying timelines would need to be completed for utilization?
Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	
	2.4.4	GPS System Specifications and Contents	

The system shall be supported by a database that allows for multiple data fields, subject to final approval by the Department.

It is requested that the system provide the capability for the Department to download data and reports from the database, through secured internet access.  The system should utilize the Indiana Office of Technology’s enterprise standard technologies for secure data transmission, integration, and exchange. These technologies include MuleSoft API Management Services for API integrations and GoAnywhere Managed File Transfer (MFT) Services for file exchanges. The system should provide for 100% redundancy to avoid any downtime due to hardware or software issues.   

Pursuant to the terms of the contract, the Department will retain ownership of all data that is not developed or licensed prior to execution of the contract, but all work done, data collected, or maintained during the term of the Contract is deemed “work for hire” and will be transferred and assigned ownership to the State. The Department may request data for retrieval, removal and/or export at any time. 

The system shall provide that all data be recorded with a historical transaction record and stored/archived for retrieval/backup in a database when requested by Department personnel in accordance with the following:

a. All historical data shall be centrally stored and accessible for reporting purposes; 
b. This information shall be available for reporting in a standard transaction file format using GoAnywhere MFT for file exchange, as applicable; and 
c. All current and historical data files shall be retained for a period of three (3) years from the contract end date by the Respondent and this information shall be available at no charge to the Department after termination of the contract. 
The system shall enable the Department to monitor the near real time position for a specific offender’s location at any and all times.  Respondent should describe whether it is able to utilize WIFI, Bluetooth, satellite signal, etc. to ensure accurate usage throughout the State. Offender location data shall be uploaded a minimum of once every 60 minutes while in compliance and immediately uploaded when the offender is in violation status for GPS. The system shall provide offender locations upon demand.  The system shall also be capable of the following:

a. Establishing configurable inclusion and exclusion zones; 
b. Collecting offender points at a minimum of once every 1-minute while in compliance and once every 30 seconds while in zone violation status; 
c. Communicating (in an understandable manner) with the offender (e.g. two-way voice communication, text communication) or notifying the offender (e.g. light or sound); 
d. Providing location mapping; 
e. Providing alarm notification via electronic and phone; and 
f. Providing mobile computing devices with wireless capability for constant communication with the monitoring center and providing access to offender tracking information. 
The system shall have the capability to query the database for any/all GPS offenders based on one or more specified dates, times, GEO Code, and locations.
The Department reserves the right to request points be downloaded (at no additional charge) to other crime data integration systems as required by other law enforcement agencies.

The system shall provide the capability for the entry of narrative-style notes by Department personnel and/or the Respondent’s monitoring center staff.  These notes will be utilized as documentation of steps taken to resolve offender alarms.

The system shall provide a software application for enrollment, scheduling and reviewing of offender location and mapping.  System software shall allow for a non-erasable alpha numeric identification designated by the Department (DOC number), between 5-8 characters. A unique identification shall be used for each offender within the Respondent’s system.  In addition, the software shall require the following minimum mandatory fields for initial offender enrollment:  

a. Name;  
b. DOC number; 
c. Physical address; 
d. Serial number of equipment; 
e. Time zone;  
f. Assigned officer; and 
g. Offender photo. 

Respondent should address the means by which it handles low service areas, outages, recovery plans, etc. Respondent should address the use of wifi, Bluetooth, and or other means to compensate for satellite issues. 

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.5	GPS System Mapping Specifications	

The system shall provide for mapping of offender locations and for saving of mapped locations.  

The mapping software utilized shall include but not be limited to the following:

a. Allow unlimited access to the most up-to-date maps available with state of the art graphics with aerial photography capabilities. 
b. Allow for zooming/scaling from street level to statewide;  
c. Allow for identification/labeling of streets; 
d. Display offender location information in a sequenced event and/or at a specific date and time; and 
e. Display inclusion and exclusionary zones that shall be printable from the screen. 
Any software necessary for Department interface shall be provided at the expense of the Respondent, with no licensing fee to the Department.  Any and all software shall be subject to pre-approval and testing by the Department. 

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.6	GPS System Specifications

The Respondent shall provide a web-based application that includes, but is not limited to the following:  

a. The web system will allow access to all equipment proposed with the ability to switch between device types easily and to fully integrate all reports and case management files for offenders assigned to a mix of equipment.
b. An internet link to the Respondents web-based data application software with all data processing functions occurring solely on the Respondents servers.  
c. The web site shall not require any software downloads or remote access to the Department’s computers to utilize the system.  
d. The web-based application shall provide the ability to efficiently stream aerial mapping data and offender tracking points with minimal latency during critical hours of operations and concurrency. 
e. The web-based application shall be accessible twenty-four (24) hours per day, seven (7) days per week (including Holidays) while maintaining acceptable processing performance for offender mapping and tracking data. 

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.7	GPS System Support

The Respondent shall provide remote diagnostic support and trouble-shooting technical assistance via toll-free telephone line 24 hours a day, seven (7) days a week, (including holidays). In the event of technical problems that are not resolved from a remote location, the Electronic Monitoring Program Director or designee may, upon request, require the Respondent to provide on-site, technical assistance within 24 hours. 

Respondent should describe if it has any intent to use a third-party contractor, they should include that in their response. 

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.8	Monitoring and Notification of Alarms

The Respondent shall provide twenty-four (24) hours per day, seven (7) days per week (including holidays) monitoring of assigned service units.  Upon receipt of an alarm, the system shall have the capability to provide automated notification by electronic (email and/or text message) and by telephone in accordance with the following:

a. Transmitter out of range: (GPS) The System shall provide a means of notification (alarm) to the offender’s receiver/dialer when the radio frequency signal is lost between the offender’s transmitter and receiver/dialer. The alarm notification shall be made to the Department immediately, but not longer than 5 minutes after the alarm processing has expired according to mutually agreed upon Respondent response protocols via email, text messaging or by telephone (does not apply to a single body worn unit).  

b. Motion No GPS: (GPS Only) The System shall provide a clear means of notification (alarm) to the offender when the system receiver loses the GPS signal, but the receiver still acknowledges motion. The alarm notification shall be made to the Department immediately, but not longer than 5 minutes after the alarm processing has expired according to mutually agreed upon Respondent response protocols email, text messaging or by telephone. 

c. Inclusion Zone: (GPS Only) The System shall provide a clear means of notification (alarm) to the offender when the offender is late returning home from an approved absence or leaves home when unscheduled. The alarm notification shall be made to the Department immediately, but not longer than 5 minutes after the alarm processing has expired according to mutually agreed upon Respondent response protocols email, text messaging or by telephone. 

d. Exclusion Zone: (GPS Only) The System shall provide a clear means of notification (alarm) to the officer when the offender is in an area defined to be off limits (exclusionary zone). The alarm notification shall be made to the Department immediately, but not longer than 5 minutes after the alarm processing has expired according to mutually agreed upon Respondent response protocols email, text messaging or by telephone. 

e. Strap / Tamper: (GPS) Monitoring unit equipment failures (Strap) or tampering shall be considered an alarm and shall be reported to the Department. The alarm notification shall be made to the Department immediately, but not longer than 5 minutes after the alarm processing has expired according to mutually agreed upon Respondent response protocols via email, text messaging or by telephone. 

f. Unable to Connect: (GPS) Monitoring unit communication failures shall be considered an alarm and shall be reported to the Department. Notification of the alarm shall be made to the Department immediately, but not longer than 5 minutes after the alarm processing has expired according to mutually agreed upon Respondent response protocols via email, text messaging or by telephone. 

Respondent is encouraged to review Department parole protocols in Attachment E. The Respondent is encouraged to discuss proposed revisions with the Department for parole protocols outlining response times and procedures. 

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.9	General Equipment Requirements	

The Respondent shall provide one-piece and if available two-piece tracking equipment to that meet the following requirements (this includes all, transmitters, receiver/dialers, re-charging systems, straps, batteries, and any equipment used to secure any of the equipment to the offender):

a. The Respondent should be the owner of the electronic monitoring equipment and the GPS tracking software and not a reseller or subcontractor (proposing company must own the design and be capable of modifying/supporting the equipment without the involvement of a third party). The Respondent should not subcontract or purchase GPS tracking devices or equipment from a third party.  The monitoring center services, training, and/or help desk facility positions should not be subcontracted.  However, should the Respondent intend to use a third party for any of these items/services, the Respondent should provide a full description of how they are able to modify/support the equipment, hardware, monitoring center services, training, help desk facility with the involvement of a third party.  The Respondent’s account management positions SHALL NOT be subcontracted. 
b. The Respondent shall provide only equipment that meets the highest levels of ruggedness, durability and performance available, when considering the following: operating temperature, stored temperature range, temperature cycling, shock and vibration, water resistance or waterproofing, operating humidity range, stored humidity range and tamper resistance.  
c. The equipment shall be capable of tracking an offender on a twenty-four (24) hour, seven (7) day a week (including holiday) basis and shall be able to confirm the date, time and location of the tracking event. 
d. The equipment shall be currently registered and approved by the Federal Communications Commission (FCC).
e. The equipment shall be capable of wireless communication over using the network and/or alternative approved networks including, but not limited to LTE and be approved by the wireless authorities (i.e., PTCRB) and the wireless carrier(s) to insure uninterrupted service capability. 
f. The equipment shall be equal or equivalent to the latest industry standards and of the latest technology currently in use by the Respondent. 
g. All equipment shall be designed so that if an offender tampers with the equipment an alarm is generated. 
h. All equipment assigned to the offender shall be manufactured to allow for repeated proper sanitization. The Respondent shall provide instructions to sanitize the equipment, including recommended cleaning agents and methods. 
i. The equipment shall not have any sharp edges and shall be designed so not to cause excessive chafing or bruising. 

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.10	Spare/Replacement Inventory	

The Respondent shall provide to the designated IDOC backup inventory location and maintain a spare /replacement inventory of monitoring units equal to or exceeding thirty percent (30%) of the actual number of units currently in use in the state. The number of spare /replacement units will increase as additional monitoring units are placed in service. The location of the back-up inventory in the state will be determined by the Electronic Monitoring Program Director.

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.11	Lost, Stolen, or Damaged Equipment	

The Respondent shall provide the Department an allowance towards lost, stolen and damaged equipment. The allowance shall be equal to eight percent (8%) of the total annual cost of the Contract to the Department.  The result of this calculation will be the dollar amount that the value of lost, stolen or damaged equipment must exceed before a liability is attributed to the Department.
	
The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.12	Training	

The Respondent shall provide appropriate training for all Respondent staff, IDOC staff, and any vender approved to assist with the Electronic Monitoring program to ensure that they have sufficient knowledge regarding the system to allow them to effectively respond to questions and to fully utilize the system and equipment.  

· The Respondent shall develop and provide on-site training for Department staff and outside venders approved to assist with the program on the operational use of the system and the use of all associated equipment and services, specifically training in use of new electronic monitoring technology.
· The Respondent shall develop and provide on-site training at the Sex Offender Monitoring offices, Basic Parole Academy, and district offices as needed. 
· All training and all associated training manuals shall be provided at no cost to the Department 

The Respondent should describe how it intends to meet this specification, as well as the following questions:
· Describe your company’s high-level training strategy / plan.
· What training model will be used for application users for instructor-led training (respondent trained, train-the-trainer, combination)?
· How will new users be trained going forward and what options exist for refresher training? 
· Will online help be created / maintained? 
· Will there be a repository for training materials accessible by users that is maintained?
Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.




	2.4.13	ANALYTICS SOFTWARE 
It is highly preferred that Respondent provide advanced analytical software that is fully integrated with proposed electronic monitoring software. This analytical analysis feature should be designed to evaluate trends in client behavior and calculate potential risk. Analytics has been revolutionizing the way agencies use electronic monitoring and provides officers and managers with a convenient tool to quickly target and address issues that impact the overall health of an agency’s monitoring program and support public safety by keeping agents focused on the high risk offenders. 

	2.4.13.1		Analyzing Alert Actions	

· The agency requires analysis that supports supervisors with monitoring officer efficiencies in managing and responding to alerts. 
· The Respondent software must provide consolidated alert closure information, including: the number of alerts by officer within a specific period; categories of alerts and associated resolution times; and average time of alert resolution. 
· The Respondent software must provide a graphical display that details outliers of alert trends. 

	2.4.13.2		Comparing and Analyzing Alerts

· The software should display monitored clients for a specific officer and be able to categorize alert information based on established time periods. 
· The software should easily identify clients that generate a high number of alerts.


	2.4.13.3		Analyzing Areas of Interest

· The Respondent software should provide the ability for officers to search for clients that were in proximity of a specific address at a certain time. This feature is critical to assisting officers with determining which clients were in close proximity to a crime scene, victim, or exclusion zone. 
· The Respondent software should display all monitored clients that were in a certain area at a predetermined time on a map.

	2.4.13.4		Identifying Absconder Behavior

· The Respondent software must generate a historical report that details areas where clients frequently stop for a specified timeframe. The offeror’s software must analyze this historical information to identify where the client frequently visits—enabling officers to prioritize enforcement activities when clients have absconded. 
· The analysis should detail the locations of family, friends, employers, and other locations and the amount of time spent at each location.

The Respondent should describe how it intends to meet this specification.  Additionally, the Respondent should respond to this specification by indicating it understands the specification and is willing to meet the requirements upon being awarded a contract resulting from this RFP.
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